MK Agents

Cybersecurity Report II

## Training

Cybersecurity training is a large industry that provides training and information regarding cybersecurity practises and business protection. There are many training courses and certifications that can be provided online or in person, with various training objectives and delivery methods. This is important to the success of a business because, as described in the prior report, security problems can result in large losses, and having awareness of how to handle these issues, from an individual level to a business wide level, can prevent most of these issues from taking place.

Training courses usually have a similar goal in mind with training; they attempt to establish some of the causes of cybersecurity attacks, how to mitigate the chances of these attacks taking place, as well as how to implement analysis and review structures that handle analysing why a previous problem took place in the first place and preventing it from happening again. Consolidating information from multiple sources, some of the key topics are:

* Information about how these attacks take place and how to recognise them, along with specific examples of attack types (i.e. phishing emails and malware)
* Education about the ramifications of cybersecurity attacks, legal, personal and business-wide.
* Risk management techniques.
* Incident Handling methodologies.

(Rayome, 2019) (FraudWatch International, 2018) (Secureworks, 2018)

These topics educate the individuals in the business about some main topics involving cybersecurity awareness and best practises. This kind of training alone is not enough to protect a business from cybersecurity attacks, as there needs to be implementations of administration-level protections, covered later on in this report.

Buy-in is a large issue in cybersecurity, specifically employee and executive buy-in. This is where employees or executives either don’t know cybersecurity practises or don’t consider cybersecurity practises to be important, either way resulting in them not following best practises and adding to overall risk (SecurityTrails, 2019). There are steps that can be taken to increase buy-in, thereby making the training more effective and having the execution of best practises be more common (Givens, 2019).

## Policies

Education about cybersecurity risks is a huge benefit to businesses, whether small or large. Human error is impossible to avoid and having only awareness training won’t prevent human error from resulting in cybersecurity risks and attacks. According to a study by IBM, human error is the main cause of 95% of cyber security breaches (IBM Corporation, 2014). This indicates that, no matter how much training takes place, human error will always be a risk to cybersecurity.

This can be mitigated by implementing business-wide security policies, much like with physical security, involving specific instructions regarding risk elements leading to potential attacks. Successful policies rely on a few major steps, specifically;

* Policy about handling of risks and what potential risk factors are.
* Reminders of positive habits to help prevent human error.
* Warnings of the ramifications of not complying with the policy.

(BSI Group, u.d.)

The first step involves a procedure for a security risk, usually including how some examples of it, what to look for, and how to deal with problems as they arise. For example, a policy could be put into place about handling found USB devices such as memory sticks, which could damage computer hardware and affect software negatively with malware, for example. This policy would state that any USB devices should be sent to a security or IT team for checking or discarding. As well as this, the policy should include information that *any* USB device could be affected and to not plug anything in, as well as why.

Overall, policies like this rely on informing individuals as well as having structures in place inside the business that deal with security risks. Security teams are often considered for physical security, including CCTV and location security, however cybersecurity should be treated in the same way as it’s a similar vector for attacks. A team that handles issues and creates policy based on prior events and discoveries would serve to futureproof the business for any potential upcoming attacks. (Shiver, 2017)

Having this team lead policy and informative training regularly, as well as informative posters, for example, that regularly inform individuals of said policy and education, should they forget or consider it unimportant. This links back to the buy-in section described in the previous section, as having an employees as cybersecurity team members and having regular employees being involved in the process generally results in improved buy-in and therefore cybersecurity safety (Expert Panel, Forbes Technology Council, 2018).

## Protections

Cybersecurity doesn’t just lie in the realm of the employees and their actions. Training and policy can only get so far in defending against cybersecurity attacks, as the network, software and hardware all have security risks involved that aren’t linked to social engineering and are instead flawed due to software/hardware vulnerabilities and unsafe network design (Rapid7, n.d.) (Bond, 2018).

Depending on the function of a business, there can be important data saved on internal servers including user passwords, user data, business data and more. This information all has special requirements for being stored properly, especially user passwords. Should a network be breached, it’s down to the storage of this data and the network topology to keep the information contained within safe.

User passwords are a great example for data security, as they rely on network security, hardware and software. There are steps that can be taken in network design that protect access to servers that store passwords. A good feature of network security is a firewall, that protects unauthorised access to the server hosting the passwords data. In terms of data security, passwords should be:

* Hashed (one-way encryption) at least once before storing.
* Salted (adding in data to make identical passwords have a different hash output).

(Fredenslund, 2018)

This process effectively makes the stored data useless for anyone who doesn’t have the unencrypted password to begin with. Since it’s a one-way encryption, you can’t get a password back out of the stored/salted hash. This improves data security as, even if the password database were acquired in an attack, it wouldn’t necessarily contain and useable information.

The steps that a business can take in delivering software and network solutions in order to protect against cybersecurity attacks at a low level. Specifications exist for network design, usually focussing on LANs, providing specific information as to how to design and setup a network (Bond, 2018) (Oxenhandler, 2019).
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